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1 | INTRODUCTION
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Abstract

Most studies of trusted digital repositories have focused on the internal factors
delineated in the Open Archival Information System (OAIS) Reference
Model—organizational structure, technical infrastructure, and policies, proce-
dures, and processes. Typically, these factors are used during an audit and cer-
tification process to demonstrate a repository can be trusted. The factors
influencing a repository's designated community of users to trust it remains
largely unexplored. This article proposes and tests a model of trust in a data
repository and the influence trust has on users' intention to continue using
it. Based on analysis of 245 surveys from quantitative social scientists who pub-
lished research based on the holdings of one data repository, findings show
three factors are positively related to data reuser trust—integrity, identifica-
tion, and structural assurance. In turn, trust and performance expectancy are
positively related to data reusers' intentions to return to the repository for more
data. As one of the first studies of its kind, it shows the conceptualization of
trusted digital repositories needs to go beyond high-level definitions and sim-
ple application of the OAIS standard. Trust needs to encompass the complex
trust relationship between designated communities of users that the reposito-

ries are being built to serve.

repositories (Bak, 2016; Edelman, 2022; Saad, 2023; Pew
Research Center, 2020; Price & Smith, 2011). At the same

Trust is a central characteristic of digital curation, preser-
vation and continued (re)use. In the 2002 report, Trusted
Digital Repositories, the authors identify three sites of
trust surrounding digital repositories: user trust in reposi-
tories, trust in third-party providers, and user trust in
data (Research Libraries Group-OCLC, 2002, p. 9). Over
20 years later, we still have limited research on user trust
in repositories (Yakel et al., 2013; Yoon, 2016). This mat-
ters now more than ever as trust in all types of organiza-
tions has diminished, including archives and digital

time, funders, publishers, and disciplinary communities
are mandating or strongly encouraging data sharing and
thus a concurrent increased reliance on digital reposito-
ries to manage those data and the sharing process
(Nature, n.d.; Cramer, 2022; National Institutes of
Health, 2023; White House Office of Science and Tech-
nology Policy, 2023). A digital repository is formally
defined as “an Archive consisting of an organization,
which may be part of a larger organization of people and
systems that has accepted the responsibility to preserve
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information and make it available for a Designated Com-
munity” (Consultative Committee for Space Data
Systems, 2011, p. 1). Digital repositories do more than
store data; they are knowledge infrastructures—a web of
interconnections among people, artifacts, and institutions
to create, share, and curate knowledge (Edwards, 2010).
As such, repositories have fostered the development of
disciplines, enhanced and ensured the transmission
of research methods, and set data standards (Ribes &
Bowker, 2009; Shankar et al., 2016). Given this crucial
relationship between repositories and their users, it is
surprising how little research has focused on trust
between data reusers and repositories.

“[T]rust can be viewed as something (e.g., acceptance,
approval, confidence, or respect) that is sought or some-
thing that can be bestowed” (Prieto, 2009, p. 593). The
Open Archival Information System (OAIS) Reference
Model is the standard for developing trusted digital repos-
itories that preserve access to digital content over the
long term Consultative Committee for Space Data
Systems. It provides a common framework to demon-
strate that repositories can be trusted by stakeholders,
such as funders, certification bodies, parent organiza-
tions, and users. Audit and Certification of Trustworthy
Digital Repositories (Consultative Committee for Space
Data Systems, 2011) is the parallel assessment standard
that assures repositories have sought out and met the
OALIS standard. To date, most studies of trusted digital
repositories have focused on repositories’ internal opera-
tions, such as organizational structure, technical infra-
structure, and policies, procedures, and processes, as set
out in the OAIS standard from the perspective of certifi-
cation bodies (e.g., Jantz & Giarlo, 2007; Schultz &
Gore, 2010). This has left the factors that influence users
to bestow trust in digital repositories more theoretical
than empirical (Prieto, 2009) as well as left the connec-
tion between trust and continued use of a digital reposi-
tory unexplored.

Although it has been 15 years since Prieto's (2009)
call for additional empirical research investigating user
perceptions of trust in digital repositories, this has not
been heeded. Drawing from the literature in archives and
trusted digital repositories as well as the literature on
trust in organizations and information systems, we pro-
pose and test a model of trust in a digital repository spe-
cifically for data (hereafter data repository) that we
believe is critical for continued use. More specifically,
we study data reusers and examine the factors that influ-
ence their trust in a data repository and the influence
trust has on their intention to continue using it. As the
first study to quantitatively examine trust in data reposi-
tories, we propose and then test a relationship between
trust, the trustworthiness factors that support it, and

continuance intention. Our study is based on an analysis
of 245 survey respondents who published research based
on the holdings of one data repository. We found three
trustworthiness factors were positively related to data
reuser trust—integrity, identification, and structural
assurance. In turn, trust and performance expectancy
were positively related to data reuser intention to return
to a repository for more data.

2 | OUR APPROACHTO THE
PROBLEM OF TRUST IN DATA
REPOSITORIES

Data reuser trust is the central factor in our model of
trust in data repositories. One we believe is critical to the
success of data repositories. Our model presents a com-
plex formulation of data reuser trust examining both the
trustworthiness factors leading to trust and the outcomes
of trust. This delineation aligns with other models of
trust. For example, in their proposed model of dyadic
trust in organizations, Mayer et al. (1995) make distinc-
tions between trust, factors that contribute to it, and out-
comes that result from it.

As background, trust is an ill-defined concept in the
archival and digital curation literature. The 2002 RLG-
OCLC report relies on the Merriam Webster Dictionary
definition of trust as “assured reliance on the character,
ability, strength, or truth of someone or something... one
in which confidence is placed... a charge or duty imposed
in faith or confidence or as a condition of some relation-
ship... something committed or entrusted to one to be
used or cared for in the interest of another” (Research
Libraries Group-OCLC, 2002, p. 8).

While this report is referenced in OAIS, trust is not
defined or operationalized in OAIS (Bak, 2016). Even
articles about trust in repositories often fail to define it
(Oliver et al., 2011; Speck, 2010) or use the dictionary def-
inition (Price & Smith, 2011). Recently, drawing on the
organization and information systems literature, several
scholars have attempted to elucidate the definition of
trust in digital curation and emphasized the central rela-
tionship of trust between a designated community and a
repository or data (Prieto, 2009; Yoon, 2014; Yoon &
Lee, 2019). Prieto draws on the organization and infor-
mation systems literature to posit a user-centric concep-
tualization of trust in digital repositories and argues
“User communities are the most valuable component in
ensuring a digital repository's trustworthiness. It is
important, then, to study their perceptions of trust as fac-
tors critical to the success of digital repositories”
(Prieto, 2009, p. 603). Yoon (2014) employs the organiza-
tion and information systems literature to help explain
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how data reusers conceptualize trust in data repositories.
She also uses this literature to operationalize factors in
her quantitative investigation of data reusers trust in data
(Yoon & Lee, 2019). Both Yoon and Prieto apply different
concepts and propose different operationalizations of
trust from this literature; however, they both center
repository stakeholders in their models of trust.

Trust is “the willingness of a party to be vulnerable to
the actions of another party based on the expectation that
the other will perform a particular action important to
the trustor, irrespective of the ability to monitor or con-
trol that other party” (Mayer et al., 1995, p. 712). An
important feature of trust is risk, which is essential to
behavioral manifestations of trust (i.e., the actions one
takes) (Mayer et al., 1995). In the information systems lit-
erature that action is described as the intention to use the
information system under study. More specifically,
Meefien et al. (2020) propose that “if users are willing to
depend on and be vulnerable to an MIS, they should have
a greater intention to use it” (p. 11). The literature on
trustworthiness factors and trust is extensive and
includes research examining trust among staff in organi-
zations, trust of staff in organizations, as well as people's
trust in the organizations themselves (e.g., Mayer
et al., 1995; Oliver et al., 2011; Pirson & Malhotra, 2011).
A stream of literature particularly pertinent to our study
is people's trust in information systems given the per-
ceived risk associated with the online exchange of infor-
mation, goods, and services. Empirical studies support
the assertion that trust in these types of information sys-
tems has been found to influence an individual's inten-
tion to use them (e.g., Akter et al, 2011; Gefen
et al., 2003; Gefen & Straub, 2004; Komiak &
Benbasat, 2006; Li et al., 2008; McKnight et al., 2002;
Meef3en et al., 2020). Studies have adapted and extended
models of trust in the context of other trustors and
trustees, such as stakeholder trust in organizations
and consumer trust in e-retailers (Kimery &
McCord, 2002; Pirson & Malhotra, 2011). Consequently,
the results depict a complex and sometimes contradictory
landscape (Akter et al., 2011; Gefen et al., 2003; Meef3en
et al., 2020).

In some information systems studies, trustworthiness
factors are treated as measures of trust that influence
intention (e.g., Gefen & Straub, 2004; Hallikainen &
Laukkanen, 2021; Wang & Benbasat, 2008). In others,
they are modeled as underlying constructs of trustworthi-
ness and trustworthiness is treated as a second-order con-
struct that influences trust (e.g., Akter et al., 2011; Serva
et al., 2005; Xie et al., 2020). Additionally, there are stud-
ies where the trustworthiness factors are modeled as a
grouping of first-order constructs and each factor's rela-
tionship with trust is tested individually (e.g., Komiak &
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Benbasat, 2008; Lee & Turban, 2001; Serva et al., 2005).
Finding that both first- and second-order models of trust-
worthiness have acceptable fits, Serva et al. (2005) con-
clude the choice between the two depends on the
research objectives.

We developed our model of data reuser trust based on
existing research in the organizational and information
systems literature. As these studies all note the impor-
tance of contextualization in the rationale concerning
which factors to choose, we used the archival and digital
curation literature to ground our concepts in the context
of data repositories. Furthermore, given the lack of
research on trust in data repositories, we tested the rela-
tionship between each trustworthiness factor and trust
individually to provide a more nuanced understanding
about the role trustworthiness factors have in developing
data reuser trust in data repositories and how in turn that
trust leads to the trusting action continuance intention.

3 | AMODEL OF DATA REUSER
TRUST IN A DIGITAL REPOSITORY

Drawing from the organization and information systems
literature, we define trust in a data repository as the will-
ingness of the trustor (i.e., data reuser) to accept vulnera-
bility in an online exchange of data based on positive
expectations of the trustee's (i.e., data repository) future
behaviors (adapted from Mayer et al., 1995, p. 712). We
begin this section with a discussion of the five trustwor-
thiness factors—integrity, benevolence, transparency,
identification, and structural assurance which we
hypothesize lead to trust. We then discuss the factors
related to continuance intention to use a data
repository—trust, performance expectancy, and social
factors. Finally, we present several moderating factors.
We hypothesize that reuse reliance and data scarcity
moderate the relationship between trust and continuance
intention and reuser experience moderates the relation-
ship between social factors and continuance intention.
This interdisciplinary exploration grounds our investiga-
tion and elucidates our decisions for including certain
concepts and excluding others and provides rationale for
our hypotheses.

3.1 | Trustworthiness factors

Integrity encompasses consistency of actions, sense of
justice, and congruence between words and actions
(Mayer et al., 1995). Organizational and information sys-
tems studies have described it as an adherence to princi-
ples (e.g., Akter et al, 2011; McKnight et al.,, 2002;
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Pirson & Malhotra, 2011; Wang & Benbasat, 2008). Eval-
uating the integrity of a data repository is critical for
demonstrating that it can be trusted by the community it
supports (Consultative Committee for Space Data
Systems 2011; Prieto, 2009; Ross & McHugh, 2006). In
other words, it needs to be held to the highest standards
by reporting lapses and the steps taken to address them
as well as setting and meeting expectations and service
levels. Garrett and Waters (1996) cite integrity as a key
trustworthiness factor for digital archives, they continue
“[u]sers of archived information in electronic form and of
archival services relating to that information need to
have assurance that a digital archives is what it says that
it is and that the information stored there is safe for the
long term” (Garrett & Waters, 1996, p. 23). Qualitative
studies lend support to these ideas, showing users' trust is
related to their perceptions that data are valid and the
data repository is not misleading or deceiving
(Yoon, 2013, 2014). For these reasons, we hypothesize
that data reusers are more likely to trust a data repository
when they believe it demonstrates integrity.

Hypothesis 1. Integrity is positively related
to data reuser trust in a data repository.

Benevolence speaks to intentions and motives of the
trustee (Mayer et al., 1995). In the organization and infor-
mation systems literature, benevolence is characterized
as acting in the interest of another, being willing to serve,
not being opportunistic or manipulative (e.g., Akter
et al, 2011; McKnight et al, 2002; Pirson &
Malhotra, 2011; Wang & Benbasat, 2008). Benevolence
describes the extent a trustee “exhibits goodwill toward
the trustor and has concern for the trustor's well-being”
(Pirson & Malhotra, 2011, p. 1090). Although data reposi-
tories often exist in academic, research, and cultural heri-
tage settings where profits are not the primary motive,
they have different sustainability models. Rather than
provide free, open access to data, some are membership
driven. Despite these differences, a trusted repository is
expected to care about the mission “to provide reliable,
long-term access to managed digital resources to its desig-
nated community, now and into the future” (Research
Libraries Group-OCLC, 2002, p. i and 5). This means that
it will utilize the best and most reliable techniques and
services for curating and making data accessible. These
goodwill gestures demonstrate a data repository's benevo-
lence. We hypothesize that a data repository perceived to
be benevolent is more likely to be trusted by data reusers.

Hypothesis 2. Benevolence is positively
related to data reuser trust in a data
repository.

Transparency signifies the visibility and accessibility
of information and measures the extent the trustee gives
“access to information regarding organizational behav-
iors and intentions” (Pirson & Malhotra, 2011, p. 1091).
Described in terms of the amount and type of informa-
tion made visible or accessible, experimental studies have
examined how different transparency features for web-
sites and recommender systems influence trust
(e.g., Cramer et al, 2008; Grimmelikhuijsen, 2009;
Wang & Benbasat, 2008). The results have been mixed.
Transparency is, however, a frequently mentioned trust
factor in the archival and curation literature. Price and
Smith (2011) claim it is part of a dominant discourse
around repositories. A repository is expected to subject its
design specifications, practices, policies, and procedures
to a risk analysis, the results of which help stakeholders
make informed decisions (Consultative Committee for
Space Data Systems, 2011). “Communicating audit
results to the public—transparency—will engender more
trust, and additional objective audits, potentially leading
towards certification, will promote further trust in the
repository and the system that supports it” (Consultative
Committee for Space Data Systems, 2012, p. 19). More
specifically, its users must be made aware of the methods
used to evaluate preservation choices (e.g., tools used to
assess authenticity and integrity of digital records over
time) to determine whether the methods meet their
needs (Adams et al., 1992; Corrado, 2019). “Operational
transparency is yet another way of inviting public scru-
tiny and strengthening the bond with archives”
(Speck, 2010, p. 48). Users also need to know what
actions have been taken on digital content over time
(Beagrie, 2013; Carlson & Anderson, 2007). Although
transparency is a key principle used when applying audit
and certification criteria for trustworthy repositories, to
our knowledge only two qualitative studies have exam-
ined whether a repository's transparency is related to
trust and the results are mixed (e.g., Yakel et al., 2013;
Yoon, 2014). We hypothesize that data reusers are more
likely to trust data repositories they believe are being
transparent.

Hypothesis 3. Transparency is positively
related to data reuser trust in a data
repository.

Pirson and Malhotra (2011) describe identification as
“the understanding and internalization of the interests
and intentions of the other party” (p. 1090). Pirson and
Malhotra found that identification was a significant trust-
worthiness dimension for all stakeholders, regardless of
the number of interactions with the organization. Alter-
natively, Lewicki and Bunker (1995) found that
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identification-based trust became more important in the
mature stages of trust development. Based on the digital
curation literature, identification is implicit in the man-
date to understand and respond to the changing needs of
designated communities (Consultative Committee for
Space Data Systems, 2012). That said, responding to a
designated community is a difficult to impossible task for
repositories, particularly those that have a broad user
base, and must be done “with input from actual users
and communities” (Bettivia, 2016, p. 8). Prior research
shows some repositories use “controlled change to man-
age fluidity” (Daniels et al., 2012, p. 286) when adapting
to their designated communities’ changing practices by
checking in with data producers as they process data,
waiting for their designated communities to reach a con-
sensus, and ensuring changes could be rolled back to
prior states. The benefits of this kind of user-focused
attention can be seen in the history of social science data
archives, which have grown and changed over time, due
in part to the methods they use to identify with their des-
ignated communities, through education programs,
changing collection goals, and outreach to potential data
depositors and reusers (Shankar et al., 2016). We hypoth-
esize that data reusers are more likely to trust a data
repository that understands disciplinary practice in their
scholarly community.

Hypothesis 4. Identification is positively
related to data reuser trust in a data
repository.

Structural assurance refers to organizational level fac-
tors, such as internal and external structures; regulations
or safeguards; and legal remedies that are put in place to
address problems (Gefen et al, 2003; McKnight
et al., 2002; Sitkin & Roth, 1993). Rousseau et al. (1998)
describe these kinds of structures as institutional factors
that “can act as broad supports for the critical mass of
trust that sustains further risk taking and trust behavior”
(p. 400). Some literature includes ability which is defined
as “that group of skills, competencies, and characteristics
that enable a party to have influence within some specific
domain” (Mayer et al., 1995, p. 717). Based on our review
of previous research in the information systems litera-
ture, we have substituted structural assurance for ability
since it pertains more to information systems. Studies in
information systems have shown trust formation is less
about declaring skills and competencies than it is about
demonstrating them through experiences and interac-
tions (Wang & Benbasat, 2008). This is particularly true
for trusted digital repositories. Organizations should not
simply “declare themselves ‘OAIS compliant’ to
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underscore the trustworthiness of their digital reposito-
ries” (Consultative Committee for Space Data Systems,
2012, p. 1-1). At the very least, long-term preservation
relies on assessing a digital repository “to understand its
capabilities, where it stands against potential threats, and
any other risks inherent in its systems” (Consultative
Committee for Space Data Systems, 2011, p. 3). Positive
results from this process can act as a guarantee and pro-
vide a means through which users can establish trust in
the repository (Ross & McHugh, 2006). Guarantees are
one form of structural assurance, but data repositories
have others, such as third-party endorsements and repos-
itory reputation (Yakel et al., 2013; Yoon, 2014). How-
ever, information systems studies show conflicting results
(Gefen et al, 2003; Kimery & McCord, 2002; Li
et al., 2008; McKnight et al., 2002; Xie et al., 2020) due to
the different ways trustworthiness and trust have been
conceptualized and measured as well as the institutional
context (Li et al., 2008; McKnight et al., 2002). For
instance, McKnight et al. (2002) suggest distinguishing
between different types of internet experiences
(e.g., information, shopping, and advice sites). Consider-
ing the conflicting evidence, structural assurance is
included in our model as repository reputation has con-
sistently been identified with trust (Bak, 2016; Yakel
et al., 2013; Yoon & Lee, 2019) although the results of its
effect on trust have been inconsistent. We hypothesize
that data reusers are more likely to trust a data repository
that provides some type of structural assurance.

Hypothesis 5. Structural assurance is posi-
tively related to data reuser trust in a data
repository.

3.2 | Continuance intention

An important feature of trust is risk, which is essential to
the behavioral manifestation of trust (i.e., the action one
takes) (Mayer et al., 1995). In the information systems lit-
erature that action is described as the intention to use the
information system under study. Usage intention is a key
indicator in technology acceptance (e.g., Davis, 1989;
Taylor & Todd, 1995; Venkatesh et al., 2003). Both first-
time and continued use of technology have been studied
in models of trust in technology (e.g., Akter et al., 2011;
Hallikainen & Laukkanen, 2021; He et al., 2009). Bhatta-
cherjee (2001) coined the term information system or IS
continuance intention to describe “users’ intention to
continue using” (p. 359), which is of particular interest
for a data repository. More specifically, Meefien et al.
(2020) propose that “if users are willing to depend on and
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be vulnerable to an MIS, they should have a greater
intention to use it” (p. 11). In our study, the trusting
action continuance intention signifies a data reuser's
intention to continue using a data repository. Studies
show individuals' trust in web-based technology is signifi-
cantly related to their intention to continue using it
(e.g., Akter et al., 2011; He et al., 2009). Data repositories
offer data through web-based technologies. The archival
and digital curation literature has discussed the factors
that lead to trust in repositories with the assumption that
trust leads to use (Consultative Committee for Space Data
Systems, 2011; Prieto, 2009). But to our knowledge there
are no studies that have tested that relationship. We
hypothesize data reusers' trust in a data repository is
related to the intention to continue using it.

Hypothesis 6. Trust is positively related to
data reuser continuance intention.

Performance expectancy is “the degree to which an
individual believes that using the system will help him or
her attain gains in job performance” (Venkatesh
et al., 2003, p. 447). The significance of its relationship to
intention has been consistent across studies of various
users of information systems, such as email, word proces-
sing programs, computing resource centers, online bank-
ing, and other web-based systems
(e.g., Bhattacherjee, 2001; Davis, 1989; Davis et al., 1992;
Gefen et al., 2003; Taylor & Todd, 1995). Moreover, rela-
tionships between performance expectancy and usage
intention have remained significant over time
(Davis, 1989; Davis et al., 1992; Venkatesh et al., 2003).
Data reusers often do not have the resources to collect
their own data or the network of colleagues willing and
able to share theirs. Data repositories are meant to
address these issues. By providing access to data, reposi-
tories create the opportunity to publish more studies,
more quickly, which has implications for data reusers'
job performance (e.g., tenure, promotion, accelerated
research discoveries). Although Curty (2015) found that
“perceived effort did not have a significant negative influ-
ence on social scientists’ intention to reuse data”
(Curty, 2015, p. 203) her participants did cite data access
and discovery as hinderances to data reuse. Taken
together these findings lend credence to including perfor-
mance expectancy in our study. Therefore, like other
technology acceptance studies, we expect data reusers
who believe data repositories are capable of helping them
in these ways are likely to continue using it.

Hypothesis 7. Performance expectancy is
positively related to data reuser continuance
intention.

The relationship of social factors (also known as
social norms, social influence) to usage intention also has
been studied (e.g., Davis, 1989; Taylor & Todd, 1995;
Thompson et al., 1991; Venkatesh et al., 2003). Unlike
performance  expectancy, findings are  mixed
(e.g., Davis, 1989; Taylor & Todd, 1995). They have been
explained as differences in settings, such as mandatory
versus voluntary systems use (Barki & Hartwick, 1994;
Venkatesh & Davis, 2000) and individual differences,
such as age, gender, and experience (e.g., Karahanna
et al., 1999; Venkatesh et al.,, 2003; Venkatesh &
Morris, 2000). Social factors describe a data reuser's “inter-
nalization of the reference group's subjective culture and
specific interpersonal agreements that the individual has
made with others in specific social situations”
(Triandis, 1980, p. 2010 as quoted in Thompson
et al., 1991, p. 126). Studies show data reusers' decisions
about whether and how to reuse data are influenced by
experts and perceived norms within their communities
(Borgman, 2015; Curty, 2015; Faniel et al., 2012). Kries-
berg et al. (2013) describe the role mentorship plays in the
enculturation of novice data reusers into disciplines
through a cognitive apprenticeship process that extends
beyond how to reuse data to understanding and applying
the ethics and norms for evidence within their disciplines.
For these reasons, social factors are hypothesized to posi-
tively influence data reusers' decisions to use repositories.

Hypothesis 8. Social factors are positively
related to data reuser continuance intention.

3.3 | Moderating factors

In our model of trust in data repositories, we consider
three moderating variables—reuse reliance, data scarcity,
and reuse experience. Reuse reliance is defined as the
percentage of a reuser's research that depends on data
collected by others. Rousseau et al. (1998) contend that
interdependence is a necessary condition of trust “where
the interests of one party cannot be achieved without reli-
ance upon another” (p. 395). They argue that changes in
the level of interdependence alters the level of trust. The
reasons for reuse reliance vary. Disciplinary culture and
norms that support reuse can influence its frequency
and acceptability (Borgman, 2015; Curty et al., 2017;
Darch, 2018). Data collection is time and resource inten-
sive for some researchers given limited access to graduate
students, expensive equipment, and travel. Research
interests and approaches require some researchers to sup-
plement their own data collection with data from others
(e.g., administrative data collected at the local, state, or
federal level). Some need to reuse data to calibrate their
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numerical models (Curty et al, 2017; Faniel &
Jacobsen, 2010). Others rely on data they perceive are
easy to reuse, because the data are highly standardized,
not sensitive, and have fewer intellectual property restric-
tions (e.g., Curty et al., 2017). It is not whether reusers
encounter these situations, it is how frequently they
encounter them that speaks to their reliance on reuse.
Those who have high reuse reliance are likely to learn
what repositories they trust. In this case, reuse reliance is
expected to strengthen the relationship between trust and
continuance intention.

Hypothesis 9. Reuse reliance moderates the
relationship between trust and continuance
intention.

Data-scarce domains are those that do not have
“enough data to pursue the domain's major objectives”
(Darch, 2018, p. 166). Data scarcity can also exist for indi-
vidual researchers who have insufficient data to pursue
research objectives. It can be particularly problematic for
those pursuing novel areas of study or wanting to test
new research methods. Other factors that contribute to
data scarcity include difficulty finding data (Faniel
et al., 2013) as well as complex de-identification processes
and restrictive terms of use that hinder data sharing
(Schifer et al., 2011). Curty (2015) discusses the complex-
ities of deidentification and terms of use in reference to
qualitative human-subjects data, but these complexities
also are present in quantitative data and fieldwork occur-
ring in vulnerable locations (Frank et al., 2015). In these
kinds of data-scarce environments, there are fewer oppor-
tunities to engage with and build trust in data reposito-
ries. It is expected that data scarcity will weaken the
relationship between trust and continuance intention.

Hypothesis 10. Data scarcity moderates the
relationship between trust and continuance
intention.

Reuse experience is defined as the number of years a
researcher has been reusing data. Those with more reuse
experience are likely to be more skilled at deciding which
data repositories to use. As experts, they likely serve as
mentors, shape practice, and influence behavior within
their disciplinary communities (Kriesberg et al., 2013;
Yoon, 2015). Over time as their expertise grows, their
intention to continue using a data repository is less likely
to be influenced by social factors.

Hypothesis 11. Reuse experience moderates
the relationship between social factors and
continuance intention.

| JASIST BUIREE

4 | METHODS

This study was done in partnership with the Inter-
university Consortium for Political and Social Research
(ICPSR). ICPSR was selected as the study site for several
reasons. First, ICSPR is a leading social science data
archive at the forefront of social science data preserva-
tion, access, and curation. Second, its longevity (founded
in 1962) and the breadth of quantitative and qualitative
holdings (250,000 data files) have enabled the institution
to engage with multiple disciplinary communities
(ICPSR, n.d.). ICPSR recruits data from major studies
and contracts with several survey organizations and fed-
eral agencies to obtain their data for preservation; fun-
ders also mandate data deposit for some projects. Finally,
ICPSR tracks data reuse. ICPSR provides data depositors
information about the number of downloads their data
set receives as well as citations to studies that reuse the
data. The citations are listed on the homepage for each
data set and in the Bibliography of Data-Related Litera-
ture found on the ICPSR website.

41 | Survey development

Most survey items were adapted from the literature (see
Table 1, for references). We revised questions to contextu-
alize them for a data repository. We used the original
7-point Likert scales ranging from 1 (strongly disagree) to
7 (strongly agree), with the exception of the moderating
variables and the demographic questions. The survey was
piloted twice. During the first pilot, three cognitive walk-
throughs were conducted. Anderson and Gerbing (1991)
recommend testing with subject matter experts who are
representative of the population. Each walkthrough con-
sisted of a one-on-one session with an individual who
reused data. Using the concurrent think-aloud technique,
respondents verbalized their thoughts as they answered
the survey questions (Groves et al., 2009). This helped clar-
ify several survey items, assess content validity (Straub
et al., 2004), and confirm the questions were measuring
the constructs as intended (Ryan & Bernard, 2003). The
second pilot employed Qualtrics, a web-based survey
administration platform. Forty-four social scientists were
invited to complete the survey, twenty-seven responded.
Data from the second pilot helped determine survey tim-
ing and select final survey items.

4.2 | Surveysample

ICSPR's Bibliography of Data-Related Literature was used
to identify 8,461 citations to data deposited in ICPSR
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TABLE 1

Constructs

Benevolence (Pirson &
Malhotra, 2011)

Continuance intention
(Bhattacherjee, 2001;
Kim & Han, 2009)

Identification (Pirson &
Malhotra, 2011)

Integrity (Pirson &

Malhotra, 2011)

Performance expectancy

(Venkatesh et al., 2003)

Social factors
(Thompson et al., 1991)

Structural assurance
(Gefen et al., 2003)

Transparency (Pirson &
Malhotra, 2011)

Factor loadings.

Items
ICPSR cares about users
ICPSR listens to my needs

ICPSR does not abuse users

now

of ICPSR

any alternatives

contextual information around data

align with practice in my discipline
ICPSR does not try to deceive
ICPSR has high ethical standards

ICPSR treats its users with respect
research more quickly

Using ICPSR improves my research
performance

use of the ICPSR repository

the ICPSR repository for my research
use of the ICPSR repository

I use the ICPSR repository because of the
proportion of my peers who use it

support for help

data from ICPSR because of its stated
commitments to best practices

reputable repository

Data Seal of Approval
ICPSR explains its decisions about data

ICPSR is transparent

YAKEL ET AL.
1 2 3 4 5 6 7 8 9
0.8 047 070 0.63 0.50 0.38 0.53 0.68 0.57
0.75 030 060 050 041 034 048 0.56 0.42
0.83 040 055 0.77 043 039 051 0.68 0.58
I will continue my use of ICPSR in the future 0.50 0.90 0.52 048 071 043 0.53 0.54 0.71
I will keep using ICPSR as regularly as I do 038 0.84 042 042 064 040 055 046 0.56
If I could, I would like to discontinue my use 030 0.74 0.28 0.25 048 024 0.33 028 048
I will continue using ICPSR rather than use Removed
ICPSR understands practice in my discipline 060 033 081 062 042 039 049 054 054
ICPSR responds to users' requests for better 0.57 023 0.66 047 035 034 042 054 037
ICPSR provides search and discovery tools that 0.60 0.55 0.84 0.52 0.69 0.50 0.58 0.62 0.65
0.55 041 048 0.77 048 033 0.51 0.54 0.51
0.69 038 058 0.87 046 045 0.57 0.63 0.64
0.75 042 0.68 0.89 048 042 0.57 0.66 0.60
Using ICPSR enables me to accomplish my 0.53 0.66 0.62 0.51 0.88 042 0.58 0.53 0.64
048 0.66 060 049 0.88 039 048 049 0.60
I have found ICPSR useful for my research 043 0.66 0.51 047 0.86 045 046 049 0.63
My senior colleagues have been helpful in the 019 0.19 021 0.4 0.17 0.58 0.36 0.23 0.19
My mentors are very supportive of the use of 039 036 0.50 041 042 0.82 043 042 046
In general, my institution has supported my 041 041 046 045 044 086 0.50 035 044
Removed
I feel confident conducting my research using  0.51 0.38 048 040 0.34 0.38 070 046 0.39
data from ICPSR because I can contact user
I feel confident conducting my research using 048 0.32 047 053 035 047 080 049 049
I feel confident conducting my research using  0.48 0.59 0.55 0.57 0.59 047 0.82 0.54 0.72
data from ICPSR because it is a well-known,
I feel confident conducting my research using  Removed
data from ICPSR because it has received the
0.57 033 059 0.58 038 032 049 0.79 045
0.62 053 059 061 0.53 038 060 0.8 0.58
ICPSR openly shares all relevant information 0.59 0.39 0.52 059 041 038 048 0.79 045
0.73 042 063 055 048 034 047 0.74 0.49

ICPSR provides adequate feedback and
reporting mechanisms
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TABLE 1 (Continued)

Constructs Items

Trust (Pirson & I trust ICPSR

Malhotra, 2011)

| JASIST BUJIREE

1 2 3 4 5 6 7 8 9
0.65 0.59 0.65 0.71 0.64 047 0.64 0.62 0.87

I would recommend ICPSR because I believe it 0.49 0.58 0.56 0.57 0.54 0.39 0.67 048 0.87

is a stable organization

I would recommend using data from ICPSRto  0.56 0.70 0.60 0.54 0.69 047 0.60 0.54 0.89

colleagues

Note: Extraction method: principal component analysis. Rotation method: Oblimin with Kaiser normalization. Bold indicates the construct on which items

loaded most highly.

between 2006 and 2012. The scope was later narrowed to
journal articles published between 2009 and 2012. Next,
the first authors were identified. In cases where an
author appeared two or more times as the first author of
a journal article, only the most recent citation was
retained. Authors who also were producers of the cited
data were eliminated. Next, we searched for the email of
the first authors, limiting our searches to 5 min each.
This eliminated more names. At the end of this process,
the sample size was smaller than planned. To increase
the sample size, citations to articles published in 2008
were drawn from the 10 most frequently used data sets
deposited in ICPSR. The same method was used to iden-
tify first authors and search from their emails.

Only a limited number of true demographic questions
were asked—field and academic track. Findings indicate
a highly diverse sample. Almost 50% of respondents des-
ignated Sociology (31.0%) or Criminology and Criminal
Justice (18.0%) as their primary fields, but Public Health
(13.5%), Economics (9.8%), and Psychology (4.9%) also
were represented. The majority of respondents (83.2%)
were tenured or tenure track—full (26.9%), associate
(30.6%), or assistant (25.7%) professors. Small percentages
of lecturers, graduate students, researchers, and others
comprised the remaining respondents. Several questions
were also related to reuse: How many years have you
been reusing data in your research? (Reuse experience);
What percentage of your research relies on data collected
by other people? (Reuse reliance); Are there sufficient
data available for reuse in your field? (Data scarcity); In
your research have you used data from any of the follow-
ing sources? (General source); and Have you contributed
data to ICPSR? (Contributor). Overall, respondents had
been reusing data for a considerable length of time, the
mean was 13.2 years, although the range spanned 1-
46 years. The percentage of respondents reporting that
more than 75% of their research relied on reuse was
57.5%. A third (33.1%) reported sufficient data were not
available for reuse. Respondents used a variety of data
sources, including collecting one's own data (69.4%);

local, state, and federal governments (66.9%); colleagues
(60.4%); and repositories other than ICPSR (59.2%). Only
15.9% had contributed data to ICPSR.

4.3 | Survey administration

In the week before survey administration via Qualtrics,
the ICPSR director sent an email informing potential sur-
vey respondents about the survey and encouraged partici-
pation. One week later, personalized emails were sent to
the respondents inviting them to complete the survey.
Three additional follow-up notices were sent in succes-
sive weeks and the survey was closed after 6 weeks. Our
final sample size was 1,480, since some individuals opted
out, some email messages were undeliverable, and we
incorrectly identified some authors. Of the 1,480 sur-
veyed, 346 started the survey, but only 245 completed it
sufficiently to be included in the analysis, for a response
rate of 16.6%. Mean imputation, case-wise deletion, and
pair-wise deletion were used during data analysis because
some of the 245 surveys had missing data. The results
were the same across all these methods. The final
results reported in the following paragraphs are based on
mean imputation.

5 | RESULTS

First, we assessed the psychometric properties of the
scales for convergent and discriminant validity using fac-
tor analysis. During this process one question in each of
the following three constructs—structural assurance,
social factors, and continuance intention was eliminated
given low factor loadings. All remaining items loaded
more highly on their corresponding constructs than on
the other constructs suggesting convergent validity
within scales and discriminant validity across scales
(Table 1). However, two items had loadings less than 0.7.
Therefore, discriminant and convergent validity were
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further assessed by examining the square root of the aver-
age variance shared (AVE) recommended by Fornell and
Larcker (1981). The AVE is shown along the diagonals of
the correlation matrix (Table 2). According to Fornell
and Larcker (1981) values of 0.5 or higher indicate an
acceptable level of convergent validity, while discrimi-
nant validity is indicated when the items of a construct
share more variance internally than with other constructs
in the model. The square root of the AVE of each con-
struct was larger than its corresponding row and column
correlations, indicating adequate discriminant validity
(Table 2). All these multi-item measurement scales also
showed high reliability, with Cronbach's alpha scores
equal to or greater than 0.70 (Table 2).

Partial least squares was employed to empirically test
the model using SmartPLS v4.08 to perform the analysis.
We checked for multicollinearity and found that no vari-
ance inflation factor (VIF) approached the value of 3 indi-
cating no evidence of multicollinearity (Cohen
et al., 2003; Hair et al., 2010; Neter et al., 1996). Figure 1
shows the empirical examination of the entire model.

Unlike a covariance based structural equation model
(CB-SEM), PLS-SEM does not seek to maximize a global
criterion, resulting in the absence of global goodness-
of-fit statistics (Hair et al., 2024). In addition, traditional
CB-SEM fit measures also do not translate well to PLS-
SEM because the interpretation of “fit” varies between
CB-SEM and PLS-SEM (Hair et al., 2024; Henseler &
Sarstedt, 2013). Within CB-SEM, “fit” is defined by how
well the empirical data's covariance matrix is congruent
with the theoretical model's implied covariance matrix.
In PLS-SEM, “fit” reflects the congruence between actual
and model-predicted values of the dependent variables
(Hair et al., 2017, 2019; Henseler et al., 2014; Rigdon
et al., 2017). Consequently, according to Hair et al. (2024)
researchers should focus on a model's predictive strength
rather than traditional CB-SEM fit metrics. In our study,
the R-squared values for trust 64% (p < 0.001) and con-
tinuance intention 65% (p < 0.001) were both highly pre-
dictive, suggesting an appropriate fit.

Additionally, Smart PLS calculates the standardized
root mean square residual (SRMR). SRMR has been pro-
posed by Henseler et al. (2014) as a fitting criterion for
PLS-SEM that avoids many of the limitations associated
with the other CB-SEM fit measures. SRMR represents
the mean absolute difference between observed correla-
tions and those predicted by the model. Suitable model
fit occurs with thresholds below 0.10 (liberal threshold)
or 0.08 (more strict threshold) reflecting suitable model
fit (Hair et al., 2024; Hu & Bentler, 1999). Our estimated
model's SRMR of 0.078 suggests an appropriate fit.

Hypotheses 1, 4, and 5 were supported. Integrity (H1)
(#=0.26; p<001), identification (H4) (= 0.25;

p <0.001), and structural assurance (H5) (f = 0.38;
p < 0.001) were positively related to data reuser trust.
Hypotheses 2 and 3 were not supported. Benevolence
(H2) (p=0.03; p>0.05) and transparency (H3)
(# = —0.01; p > 0.05) were not positively related to data
reuser trust. Hypotheses 6 and 7 were also supported.
Both trust (H6) (# = 0.34; p < 0.001) and performance
expectancy (H7) (f = 0.50; p < 0.001) were positively
related to continuance intention. Social factors (H8) was
not supported; it was not positively related to continu-
ance intention (f = 0.04; p > 0.05). Finally, the three
moderation hypotheses were not supported. Reuse reli-
ance (H9) (# = —0.09; p > 0.05) and data scarcity (H10)
(f = —0.10; p > 0.05) did not moderate the relationship
between trust and continuance intention. Reuse experi-
ence (H11) (f = 0.07; p > 0.05) did not moderate the
relationship between social factors and continuance
intention.

6 | DISCUSSION

Motivated to investigate trust in a data repository from
the perspective of its designated community of users, we
created a model of trust formation and outcomes based
on organizational, information systems, and archives and
digital curation literature. Our findings demonstrate that
data reusers bestow trust in data repositories when they
believe it acts with integrity, demonstrates identification
with scholarly practices, and exhibits structural assur-
ance. Furthermore, trust, along with performance expec-
tancy, is positively related to the trusting action, that is,
continuance intention to use the data repository. Thus,
data reuser trust in data repositories cannot be dis-
counted and needs to be considered and investigated as
part of the trust dynamic around the provision of digital
information.

6.1 | Theoretical implications

Our study also extends theories of trust in the organiza-
tional and information systems literature. First, by exam-
ining the trustworthiness factors individually, we
demonstrated that models originally developed in the for-
profit sector including e-commerce can be applied in the
non-profit environment and are therefore more general-
izable. Our findings suggested data reusers' trust in a
repository is based on concepts that speak to observable
behavioral actions. Integrity is not simply stating a mis-
sion (i.e., preservation for long-term access to data), but
acting in ways that demonstrate adherence to that mis-
sion. Identification encompasses learning the values and
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practices of a designated community of users and enact-
ing those values in the repository so that the community
feels supported. Structural assurance which concerns the
data repository's safety nets and other guarantees, such as
third-party endorsements and reputation was also shown
to have a positive relationship on data reuser trust. Since
research has demonstrated that the curatorial work in
repositories is invisible (Plantin, 2019; Thomer
et al.,, 2022), structural assurance may be a proxy for
transparency and/or benevolence.

Our study also makes a theoretical contribution to the
archives and digital curation literature. Previous studies
primarily focus on trust formation. We have attempted to
go beyond trust formation to examine the trusting action.
Furthermore, Prieto (2009) posits factors (although not
always using these terms) that comprise trust in digital
repositories: integrity, benevolence, identification, trans-
parency, and structural assurance. We have taken Prieto's
conceptualization, created a model and tested it to inves-
tigate trust formation and the ensuing trusting actions.

Finding both trust and performance expectancy were
positively related to continuance intention lends addi-
tional evidence to prior information systems studies doc-
umenting the same phenomena (e.g., Akter et al., 2011;
Bhattacherjee, 2001; He et al, 2009; Venkatesh
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A model of data repository trust and continuance intention. **p < 0.01, ***p < 0.001.

et al., 2003). Social factors (Hypothesis 8) was not sup-
ported. Prior research suggests people rely on their own
perceptions more than those of their referent groups as
they gain experience (e.g., Karahanna et al., 1999;
Venkatesh et al., 2003; Venkatesh & Morris, 2000). Our
finding may also be related to the fact that our respon-
dents had an average 13.2 years of reuse experience.
None of the moderating factors changed the relation-
ship between trust and continuance intention. All but
one survey respondent experienced some level of reuse
reliance. Yet, it had no influence on the relationship
between trust in a data repository and their intention to
continue using it. This may be because we asked about
their reliance on “data produced by others.” Asking spe-
cifically about the reliance on data housed in a repository
might yield a different result. Data scarcity also did not
change the relationship between trust and continuance
intention. It may be that the degree to which survey
respondents experienced data scarcity was not enough to
limit their opportunities to engage with and build trust in
data repositories. This aligns with previous findings by
Borras (2020) who investigated the underlying mecha-
nisms for data reuse. She found that researchers reused
data even when they had a less than an optimal amount.
Lastly, reuse experience did not change the relationship

85UBD 17 SUOWILIOD BAIFER1D) 3|qedlidde 8Ly Ag pausenob afe S VO ‘8SN JO S3INJ 04 AR1g1T 8UIIUO AB]1M UO (SUOTIPUOD-pUe-SWIBHLID" A3 1M ARe.q 1 BU1|UO//SANY) SUORIPUOD PUe SWe 1L 8L} 885 *[7202/90/+2] Uo Afelqiauliuo A8|IM ‘souei- aUeI400D AQ £E612 58/200T 0T/I0P/W00 A8 1M Atelq1jeul U [PISSe//Sdiy Wouy papeojumod ‘0 ‘ev9TOEES



YAKEL ET AL.

between social factors and continuance intention. All sur-
vey respondents had experience reusing data, which sug-
gests reusing data over time may be less important than
reusing data the first time. York (2022) found that reuse
experience did not influence data reusers’ need for more
information about data. He posited that this may be par-
tially explained by the fact that a substantial proportion
of those who reuse data were mentored by or collabo-
rated with others who had substantial knowledge of the
data (York, 2022). The same may be true in our study
with regard to repositories.

Finally, trust in repositories is just one element of
trust in the digital information environment which
encompasses the information purveyor (repository), staff,
stakeholders, and the data itself. Due to the paucity of
empirical research on trust in data repositories we exam-
ined this aspect of the environment. However, we see our
findings as working towards a comprehensive model of
trust which encompasses trust in data, trust in the curato-
rial staff who manage the data, stakeholders (data pro-
ducers and reusers), and trust in the institutions that
hold the data.

6.2 | Practical implications

If we are to support and sustain open access to data,
repository staff attention must shift to the perspectives,
practices, and needs of their designated communities of
users. This shift would change the balance of trust factors
as presented in OAIS, which largely focuses on the inter-
nal workings of a data repository, and consider what it
looks like for a data repository to act in ways that com-
municate integrity, identification, and structural assur-
ance such that data reusers want to bestow trust.

ICPSR demonstrates integrity and structural assur-
ance by communicating the ways it fulfills its mission
and adheres to internal and external standards, regula-
tions, and safeguards. It exhibits identification as it works
closely to understand and engage its designated commu-
nities by recognizing practices while encouraging high-
quality data deposits and rigorous reuse that benefits
society. Findings showed a high reward, but it takes a lot
of effort and ICPSR is more well-resourced than others. It
is difficult if not impossible for institutional repositories
(IRs) to take on activities at this same level of effort, but
they have found other ways to improve data practices
throughout the lifecycle. In terms of increasing identifica-
tion, IRs have partnered with libraries making it possible
to offer data management workshops to understand and
address the needs of their designated communities of
users, schedule consultations, and work closely with
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users at the point of data deposit. Moreover, these activi-
ties help data producers build their data management
planning, organization, and curation knowledge to do
things better the next time, such that future data deposits
are of higher quality than first deposits. Prior research
shows the same to be the case for data reusers who upon
reflection change their own data creation, management,
and curation practices in ways that yield higher quality
data (Yakel et al., 2019). Moreover, data practices are
learned through an apprenticeship process
(e.g., Kriesberg et al., 2013), so it is likely that these pro-
ducers and reusers will share their learning with students
entering the field, who do it better their first time,
thereby making it part of professional practice.

In the words of the OAIS (Consultative Committee
for Space Data Systems, 2012), a repository’s stated mis-
sion is to provide long-term access to data. However,
recent work has been done to articulate the FAIR (find-
able, accessible, interoperable, reusable) and CARE (col-
lective benefit, authority to control, responsibility, ethics)
principles as well as operationalize and assess their
implementation (e.g., Carroll et al.,, 2020, 2021, 2022;
L'Hours et al., 2022; Research Data Alliance FAIR Data
Maturity Model Working Group, 2020; Wilkinson
et al., 2016). Criteria for selecting data repositories also
has been introduced (National Institute of Health, 2020;
Science Europe, 2021). Together, these activities suggest
long-term access to data is not enough. One question is
how our findings figure into these new FAIR and CARE
principles and repository selection criteria. With more
attention being brought to these principles and criteria, a
repository must consider whether to incorporate them
into its mission, and if so, how to demonstrate their
impact in ways that meet the needs of certification bodies
and resonate with designated communities of users. One
way for repositories to keep pace with how these changes
are impacting their designated communities' needs and
practices is to turn to the research that has studied them
and begin to incorporate the findings into practice
(e.g., Johnston, 2020; Koesten et al., 2020; Trisovic
et al., 2021).

6.3 | Limitations and future research

A model of trust in a data repository and the intention to
continue using it was empirically tested. Although this is
one of the first studies of its kind, it has several limita-
tions. First, its designated community of users was nar-
rowly focused on quantitative social scientists who
reused data housed in ICPSR. One avenue for future
research is testing the generalizability of these findings in
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other disciplinary communities that reuse other types of
data. Of particular interest might be designated commu-
nities where data reuse via data repositories is in the
early stages. Given these different circumstances, differ-
ent factors might come into play. For instance, social fac-
tors could succeed in igniting initial, if not continued, use
of a data repository in its early years. Second, our exami-
nation of data reusers was in line with much of the tech-
nology acceptance literature that has examined
information systems use from a consumer perspective
(e.g., Gefen et al., 2003; Kimery & McCord, 2002), but
data depositors were left out. Future research that exam-
ines whether, and if so how, the model of trust in a data
repository tested in this study might change for
data depositors is needed. Lastly, drawing from the
OALIS (Consultative Committee for Space Data Systems)
which describes a digital repository as an organization of
people and systems, the data repository and the data pro-
vider were treated as one in our study. Likewise, some
information systems studies show that users make a dis-
tinction between an information system and its provider
and therefore the variables that precede and follow trust
also vary (e.g., Sollner, 2020). Testing whether this holds
true for a data repository is another area for future
research that would expand the model of trust in a data
repository to include performance, such as speed, reliabil-
ity, availability, ease of use, and customization (Gefen
et al., 2003; Lee & Turban, 2001; Sollner, 2020). Future
research in these three areas would expand and contrib-
ute to the technology acceptance literature in general and
the archives and data curation literature more
specifically.
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